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Abbreviations 
	ADDIE
	Analysis, Design, Development, Implementation, Evaluation

	BPR
	Business Process (re)Engineering

	ERP
	Enterprise Resource Planning

	FAQ
	Frequently Asked Questions

	IFMIS
	Integrated Financial Management Information System

	IT
	Information Technology

	MDAs
	Ministries, Departments and Agencies

	MoF
	Ministry of Finance

	OCM
	Organization Change Management

	PRINCE2
	Projects IN Controlled Environments

	SAs
	System Administrators

	TSA
	Treasury Single Account

	UAT
	User Acceptance Testing







Introduction
1. This Guidance Note is the one of the four tools that have been developed to provide practical guidance materials throughout the various stages of State-level Integrated Financial Management Information System (IFMIS) implementation. 
2. The set of tools include:
A. Gap Analysis Template – to determine the gap between a government’s current ‘business position or performance’ and it’s required ‘business position or functional performance’;
B. IFMIS Requirements Document - ‘To-be’ model will reflect the functional requirements of the required FMIS software as well as the required operating platform in terms of hardware and networks.
C. Guidance Note on IFMIS Procurement arrangements – guidance on procurement options, preparation of bid documents, and bid process and selection;
D. Guidance Note on IFMIS Implementation arrangements, operation and maintenance- guidance on IFMIS system implementation, key pre-requisites for sustainable operations, training and change management;



[bookmark: _Toc42257525]System implementation
[bookmark: _Toc42257526]Introduction
The key component of system implementation is the establishment of the project management structures to managing the activities and tasks involved in implementing the system as identified in the IFMIS Procurement Documents.
The agreed Implementation Plan provides the indicative timeline and resource plan for the implementation, and a list of the main cost elements for the project.
It is critical from the government’s side to ensure that all the contractual obligations are properly implemented and managed, in particular the establishment of appropriately structured and resources project management teams, any necessary infrastructure and IFMIS prerequisites are delivered and appropriate funding is availed as required, and properly approved and released in line with the contract implementation milestones.
The failure to meet the government responsibilities in all these areas may lead to significant implementation disruption and contractual problems.
All responsibilities for the implementation and subsequent live operations and maintenance activities of the system must be clearly identified and managed.
The following sections discuss some of these key activities, structures and responsibilities and provide guidance on the key areas of IFMIS implementation, operation and maintenance, all of which must come together in appropriate sequencing to ensure the realisation of the IFMIS strategies set out at the design stages, the delivery of expected and a sustainable and well managed financial information system.
[bookmark: _Toc42257527]Government Project and Implementation Management Arrangements
This section outlines some of the key project management functions and arrangements that must be established by the government to effectively manage the IFMIS implementation.
The IFMIS implementer will be contractually required to provide project management for the specific tasks for which the implementer is responsible, and the coordination of any sub-contractor or joint venture member inputs. This will include coordination of the contractual inputs for supplying, implementing, and integrating hardware, network and IFMIS software components, and ensuring appropriate and contractual activities such as testing, acceptance, training etc. are properly scheduled and managed.
However, the government’s Project Manager must manage the sequencing of activities around the main contract, for example data centre/ computer room readiness, the availability of resources for testing and training, familiarisation and implementation readiness on the part of the government, the coordination and integration of non-IFMIS contact components such as third party system integration and, critically, contractual compliance on the part of the government.
This represents a significant requirement for project management on the purchase, i.e. government.  To achieve this, proper and effective structures must be established within the government.  These are discussed below.
[bookmark: _Toc42257528]Project management structures
Managing large financial system contracts usually requires formal contract management arrangements. Project implementation requires setting up appropriate management structures for providing policy guidance and project implementation. These may include:
Establishing a Project Management Structure
For large IFMIS contracts, it is essential that government has the capacity to manage the contract implementation. It may be appropriate to engage an experienced consulting firm to assist in managing the contract implementation, or at least support an internal project manager if necessary, for example by providing quality assurance on the project.
A useful approach for identifying processes and controls within a project, and to ensure that any work is managed to minimise risks to the state government is set out in standard project management approaches.  For example, PRojects IN Controlled Environments (PRINCE2)[footnoteRef:1], should be adopted. [1:  PRINCE2 is a de facto process-based method for effective project management. Used extensively by the UK Government, PRINCE2 is also widely recognised and used in the private sector, both in the UK and internationally. The PRINCE2 method is in the public domain and offers non-proprietorial best practice guidance on project management.] 

PRINCE2 is well documented and appropriate certification can be obtained. To summarise here, the approach is based on seven key principles:
a. A recognition that there is a Continued Business Justification for the project which is reviewed and updated at every stage of the project to ensure that the project is still viable. Early termination can occur if this ceases to be the case, but this would not normally be expected unless there are extreme circumstances for an IFMIS project, which should be well justified and supported.
b. The need to Learn from Experience: by maintaining a lessons log projects should continually refer to their own and to previous and concurrent projects' lesson logs to avoid reinventing wheels. Unless lessons provoke change, they are only lessons identified (not learned).
c. Ensure roles and responsibilities are clearly defined: Roles are separated from individuals, who may take on multiple roles or share a role. Roles in PRINCE2 are structured in four levels (corporate or programme management, project board, project manager level and team level). The Project Management Team should contain the last three, where all primary stakeholders (business, user and supplier) need to be presented.
d. Manage the project in Stages: the project should be planned and controlled on a stage by stage basis. Moving between stages includes updating the business case, risks, overall plan, and detailed next-stage plan in the light of new evidence.
e. Manage by Exception: A PRINCE2 project provides for project tolerances to be defined within six key areas – project scope, timescale, risk, quality, benefits, and costs which may be defined for the project objectives. For each of these, limits of delegated authority (or management levels) should be established. If a designated management level forecasts that one of the tolerances may be exceeded, for example a key timescale, the project mechanisms will exist for escalation to the next management level for a decision how to proceed.
f. Focus on Products: A PRINCE2 project focuses on the definition and delivery of the products and their quality requirements.
g. Tailor to Suit the Project Environment: PRINCE2 is tailored to suit the project environment, size, complexity, importance, time capability and risk. Tailoring process and activities are undertaken, and review mechanisms should be established for each stage.
The seven principles are applied across project themes (Business case, Organisation, Quality, Plans, Risk, Change and Progress) and various PRINCE templates are applied as appropriate.
Key processes identified in PRINCE include the following:
h. Starting Up A Project, in which the project team is appointed including an executive and a project manager, and a project brief is produced;
i. Initiating A Project, in which the business case is refined and Project Initiated. Appropriate documentation is assembled;
j. Directing A Project, which dictates the ways in which the Project Board oversees the project;
k. Controlling project Stages, which dictates how each individual stage should be controlled, including the way in which work packages are authorised and distributed;
l. Managing Product Delivery, which has the purpose of controlling the link between the Project Manager and the Team Manager(s) by placing formal requirements on accepting, executing and delivering project work;
m. Managing Stage Boundaries, which dictates how to transition from one stage to the next, and
n. Closing A Project, which covers the formal 'decommissioning' or closure of the project, follow-on actions and evaluation of the benefits.
Identification of a Project Sponsor
This needs to be a high-level Government official such as the Commissioner of Finance or the Permanent Secretary. The implementation of financial management systems requires consensus on various issues across multiple stakeholders. It may also involve changing the underlying policy, legal and institutional framework. All of this requires a considerable amount of government commitment. The appointment of a senior level project sponsor should hopefully show that such commitment is present.
Establishing a Steering Committee
It is important that a Steering Committee is established with representatives of all major stakeholders: for example - the Ministry of Finance (MoF), Treasury, Budget, Head of Service, key line ministries, revenue collection agencies etc., to provide policy guidance and ensure consensus across all stakeholders. This committee should have the authority and responsibility for resolving conflicts between various stakeholders and agencies.
Selection and appointment of a Project Manager
A common mistake is to consider financial system implementations such as IFMIS as pure IT projects to be managed by the IT department. This represents a major risk.
Whilst significant investment is required in setting up the technology platform required to support the systems, and a number of key project tasks may involve significant IT involvement (such as configuration and testing), it is important to remember that the primary emphasis of the project needs to be on the functional objectives such as fiscal control, cash management, human resource management etc. 
Ensuring that the system can address these issues requires that the management of the project be competent in these areas – and involves key users - rather than the technology. The project manager may be a senior official from the functional side with stature within the government as well as adequate financial and administrative powers to manage day-to-day operational, administrative, and financial requirements.
Usually, the project manager should have the authority and responsibility for day-to-day operational decisions regarding the project. This could include approval of the specifications, acceptance of deliverables and for final overall system performance. The manager may need to refer some issues to the steering committee for final decision and to obtain wider buy-in amongst all the stakeholders.
Establishing a core team and working groups
The selection of a Core Team/ Working Group from the stakeholder agencies (for example MoF, Budget Department, procurement, personnel, and key line ministries (education, health), with members having expert knowledge of their functional areas. This group should ensure that the new system design is responsive to functional requirements. They will help document the current business processes and assist in the design of new functional processes. After the system has been completed, they will serve as change agents during systems implementation. This group will have a detailed involvement in resolution of design and implementation issues.
Establishing a Project Secretariat
It is also important to establish a Project Secretariat to handle daily administrative aspects, including procurement of consultants and of the hardware and software necessary to implement the system. This secretariat should include specialist staff/consultants with experience in the installation of large-scale IT systems and IT procurement.
[bookmark: _Toc429044050][bookmark: _Toc42257529]Key implementation activities 
The activities and tasks associated with systems implementation are numerous and are common to all major system implementations. The following provides a ‘checklist’ of some of the key areas:
[bookmark: _Toc42257530]Application Software configuration/ parameterisation, testing and integration of all components
The tasks included in this activity may include:
Setting up a test site for a ‘pilot’ system;
Planning and preparing for data conversion, user training and systems acceptance testing;
Building up a team of technical and end-user specialists for system testing/acceptance;
Drawing up specifications for testing of the hardware and software procured for the project;
Developing test scripts to ensure software compliance with requirements and to prove the functional performance and integrity of the system;
In the case of procurement of software packages the project team would be required to ensure that the software meets the functional requirements. If the application software package requires customisation to meet specified functional requirements, the team will specify the changes required and arrange for the changes to be implemented;
Testing the application software for the delivery of required functionality, and;
Agree and accept any changes.
[bookmark: _Toc42257531]Pilot system implementation
It is often normal practice to install the selected hardware and ‘pilot’ or test the software to ensure that the system meets user requirements in a test operational environment before it is extended to all users and other sites. The tasks associated with a pilot system installation may include:
Install hardware/networks at the pilot site;
Install application software for pilot site;
Train end-user and technical staff. The team will need to ensure that necessary documentation exists for the application systems modules and for training end-users. A sufficient number of users will need to be trained to a level sufficient to operate and maintain the systems, and to provide necessary end-user support;
Setting up end-user help line;
Introducing change management procedures;
Establishing data requirements, processes, clean up and migration to the new system;
Determination of parallel running arrangements if appropriate;
Establish any required interfaces – for example to banking systems
Implementing the systems at the pilot site; and
Review and agree any system changes and accept the pilot operations.
[bookmark: _Toc429044051][bookmark: _Toc42257532]Software Testing and Acceptance
System Testing
There are many types of testing usually relating to ‘in-house’ developments and associated programmes, including for example unit and integration testing; however, where a package is acquired, the main testing to be undertaken by the government will be System Testing.
This should be carried out on the complete, integrated system to ensure that the system complies with the original specifications, functional requirements and properly applies the business process requirements.  
The design for this system test should be based on the system design documents and should be done by an independent testing group which may include senior users, and not assumed to be the responsibility of the supplier or implementer.
Acceptance Testing
Acceptance testing is also referred to as ‘User Acceptance Testing’ (UAT), ‘Beta Testing’, ‘Application Testing’ or ‘End User Testing’, and should be carried out by end-users after system testing is completed and determines if a system satisfies the acceptance criteria and design requirements.
Acceptance testing should be performed in the real operating environment and allow users to perform any test based on their own business processes areas prior to final sign-off and acceptance of a system.
Some General points and Guidance on Testing 
It is important that test procedures or protocols are established beforehand, and define test areas, test scenarios (using test data based on real examples – for example suppliers records, purchase requisitions, purchase orders, applicable tariffs, tax rates etc. journal vouchers, invoices, bank details, revenue and expenditure codes, programs, projects etc.). 
The test environment and Infrastructure requirements must be determined in advance, which should replicate the ‘live’ integrated production environment and use realistic volumes of data where appropriate to prove configuration and system performances.
Functional testing should use the correct and latest versions of the configured and integrated software, which should be formally confirmed by the supplier/implementer and have been subject to necessary unit and integration testing and as being ready for testing.
Expected test results should be determined in advance, actual test results formally recorded and appropriate resolution procedures should be established – for example referral back to the implementer and subsequent retesting of system corrections. 
Supporting Test Documentation should be collected and may include screen shots, reports, performance statistics etc. as determined to verify/ validate test step outcomes. These should be retained centrally and be available for review.
A Resource and Test Plan will be prepared to identify Test Team resources, and schedule of the testing activities. The plan will identify the testing tasks to be performed and the personnel responsible for each task.
System functional and acceptance testing will be carried out by selected test teams in each functional areas, for example:
o. General ledger;
p. Budget preparation;
q. Budget Execution, Budget Reallocations virements and supplementary budgets;
r. Procurement;
s. Expenditure and Payment Procedures;
t. Accounts receivable;
u. Payroll and personnel interfaces;
v. Bank and cash management;
w. Month and year end procedures
x. Report production.
From a functional point of view, it is important that testing covers the whole annual financial cycle, through to annual procedures and final account production and associated reports.
[bookmark: _Toc429044052][bookmark: _Toc42257533]Establish a good System Security framework
Two types of controls are required in any system – a regime on ‘Internal Controls’ and System Security must be established as part of the implementation. 
[bookmark: _Toc429044053]Internal control
An authorised user must be prevented from performing improper or unauthorised actions within the system. These controls limit access of staff to specific types of transactions and specific segments of the database. These types of controls are usually defined as part of internal control procedures.
[bookmark: _Toc429044054]System security
In addition to internal controls, the entire system needs to be secured from unauthorised access using password controls and other appropriate information security protocols. These controls relate to IT security and IT management procedures to ensure that the systems design includes appropriate controls and reports. 
Both of these controls should be subject to independent audit review, and IT security specialists should formulate a risk-based approach to defining the required internal controls, and an information technology security policy may be drafted which addresses IT security aspects such as physical and logical security.
[bookmark: _Toc42257534]Ongoing maintenance and operation of the IFMIS
3. The contract for the procurement of the IFMIS will include arrangements for both warranty of hardware and arrangements for recurrent cost related activities.  These may include, for example:
a. Support for hardware post warranty (when any problems should be resolved at no cost to the government) and software, networks etc.;
b. Ongoing consultancy support for rolling out or extending the IFMIS to new ministries - such contract/ project stages will be identified within the implementation plan and subsequently within the project framework;
c. The above may include the implementation of addition of new user licences through the addition of new (second phase) modules, such as fixed asset/ inventory modules;
d. Ongoing support which may include, for example
i. Training programmes, training the trainers etc.;
ii. Maintaining held desk support arrangements;
iii. Post warranty hardware and network support


[bookmark: _Toc42257535]Key Requirements for successful implementation and operation of the FMIS
4. For the sustainable operation of financial systems and associated financial reforms or improvements, a number of key prerequisites or requirements can have been identified, based on experiences of system implementation and operations.  Some of these are discussed below.
[bookmark: _Toc42257536]Strong government commitment
5. This is a key factor for the success of system implementation projects which support financial reforms. Such projects may take several years to complete, and it is necessary to maintain government and political commitment for such periods, which will invariably extend beyond the implementing administration’s election period. It is important to demonstrate and emphasise the importance of financial systems in supporting public expenditure management systems reforms.  Such reforms are of more interest and are higher on the agenda of most politicians and governments – especially during the current fiscal tightening environment - rather than just accounting systems reform, which has a more specialised and limited focus, and may not figure as prominently on the agenda of political leaders.
6. Senior level policy makers in Finance and Budget Ministries, and development partners are also more likely to support such an approach.
[bookmark: _Toc42257537]Project ‘Design’
7. It is important that project design is driven by functional, rather than technical considerations. It is necessary to focus priorities on improving the various financial and business processes and setting up the appropriate institutions and their associated systems and procedures. 
8. As mentioned earlier, a common mistake is to consider financial system implementations as IT projects. They are not just IT projects!
[bookmark: _Toc42257538]Business Process Engineering (BPR)
9. For successful implementation and operation, primary processes may need to be re-engineered before systems implementation, especially those relating to control and cash management.
10. For this, the roles, and responsibilities of the department of Budget and Treasury will need to be defined. Consideration may be given, for example, to rationalising state bank accounts and introducing a Treasury Single Account operation or improving payment processes.
11. The streamlining of other processes such as transaction approvals and treasury releases would improve efficiency but may not be pre-requisites of systems implementation.
12. Most financial packages already provide for standard best practice processes and ‘workflow processes.  It may be a good idea to use these as a starting point unless there is a specific legal requirement that needs to be fulfilled.
13. In several instances, after undertaking a costly and time consuming detailed BPR exercise it was found that ninety percent of the business processes offered by the packaged solution were in accordance with the results of the detailed BP engineering exercise.
14. An important lesson from this experience is the need to distinguish clearly between those parts of the business process re-engineering which are required prior to systems implementation, and those that can be best addressed by using the processes incorporated in the packaged system and which can be adjusted during the systems implementation.
[bookmark: _Toc42257539]Internal Control Procedures and Information Security
15. As mentioned in the previous section, internal controls and system security are an important part of system implementation. The need to follow prescribed internal control procedures should be specified in Financial Instructions, which may need to be updated when new systems are introduced, and processes change from manual to automated environments.
16. Experience has shown that as governments have started implementing new – and computerised - systems, there have been cases where lax internal controls have led to a breach in internal control procedures. Whilst there was nothing wrong with the new system or other elements of the technology platform in use, the opportunity to exploit a ‘changing environment’ may be used to commit fraudulent and unauthorised transactions.
[bookmark: _Toc42257540]Good Quality Telecommunications Network
17. A minimum bandwidth of 128kbs is an important prerequisite for supporting financial systems, especially to enable remote sites to connect directly to the central server.
[bookmark: _Toc42257541]Technical Expertise
18. Integrated or large financial systems often involve many users from many departments and agencies.  The Treasury and its sub-treasury offices are likely to responsible for most of the transaction processing that is carried out through a financial system, and likewise officers in the Office of the Head of Service will be responsible for maintaining human resource and establishment records.  End-user groups both within and outside the Treasury, including Ministries of Finance and Budget, Line Ministries and Departments will use financial systems for the performance of their day-to-day financial operations.
19. Usually, a nominated Departmental, or central IT Agency will be responsible for maintaining the integrity of the databases and for ensuring smooth and uninterrupted operation of the systems network. 
20. End-user technical support is also provided through this Department or Agency. Key functions which must therefore be properly addressed to ensure the successful operation and maintenance of financial systems include:
[bookmark: _Toc42257542]Systems Administration
21. System Administrators are responsible for: 
Setting up all user profiles and access rights on the system; 
Notifying all new users of their initial user-id’s and passwords and advising them to change the passwords immediately; 
Maintaining the system access rights after receiving appropriate authorization, including disabling users, updating user access rights, and re-enabling users; and
Generally managing security, concurrent processing, and other Enterprise Resource Planning (ERP) administrative functions.
[bookmark: _Toc42257543]Database Administration
22. The Database Administrator should have a technical background with thorough knowledge of database administration and database environments. Key responsibilities would include:
Maintaining the various application environments;
Undertaking Backup and Restore functions;
Application of software ‘patches’;
Reporting Technical Action Requests to software suppliers;
Troubleshooting; and
Start-up/Shut down of the System and notifying users of potential ‘loss of service’ periods.
[bookmark: _Toc42257544]Application Development and Support
23. An Application Developer is responsible for developing code and fixing bugs that are found during testing, design of user interfaces, reports, and any customisation. The Application Developers would perform the following tasks:
Development work including but not limited to export programs from the existing applications (HR & payroll, debt management etc.);
Developing reports required for all the functional modules; and
Taking over responsibilities for customisations developed by the supplier and maintain these in the production environment.
24. [bookmark: _Toc42257545]Network Administration
25. The Network Administrators are responsible for the maintenance of network connectivity ensuring that all users have the required connections to the system, access to production and training. The Network Administrator should:
Maintain and support the network infrastructure, including LANS, WANS, routers, servers, and workstations; and
Set up and test all user required connections and system access.
[bookmark: _Toc42257546]Operating System Administration
26. System Administrators (SAs) are responsible for the maintenance, support and upgrades of the operating software and utilities. The SAs should works in close collaboration with the Database Administration to ensure full applications availability and security to the end users. Specific responsibilities should include:
Managing File Systems;
Managing Users;
Network configuration;
Printer Management;
Managing and analysing system resources;
Backup and recovery;
Managing and monitoring processes;
Development of scripts for management of specific tasks; and
Disaster Recovery.
[bookmark: _Toc42257547]Help Desk Administration
27. Help Desk personnel are either selected from the competent ‘Super-Users’ or trained by the Super-Users to perform the Help-Desk activities. Help-desk personnel must be specialized by Module/Track. Help-desk supervisors shall have more multiple module knowledge. Their role is to provide first line support to end-users as follows:
Receive and respond to end-user queries and requests;
Receive and log end-user ‘Problem Reports’;
Refer resolutions of ‘Problem Reports’ to the originating end-user;
Establish a knowledge base of Frequently Asked Questions (FAQ) and their traditional troubleshooting and resolution paths;
Escalate non-standard problems to second line support as to be outlined in the Help Desk Strategy, logging, and receiving resolutions; and
Communicate changes to the system operation.


[bookmark: _Toc42257548]Training
28. Training needs can be divided into few categories:
a. Technical training in the application software, system software databases, networking systems (LANs and WANs), information security systems, selected for systems implementation;
b. End-user training in the use of systems; and
c. Training of managers in the use of information available from the systems’ databases.
29. Whilst initial training should be delivered as part of the implementation contract, it is important that an ongoing training programme is prepared and supported to ensure new officers receive training whist existing officers have retraining and ‘refresher’ training courses available.
30. Technical training should be provided for a select group of technical staff who are or will be responsible for the maintenance and operation of the technical aspects of the system. This training may be arranged as an ongoing support service provided by the vendor of the hardware and software tools that are acquired for system operations.
31. End-user training invariably requires the most attention as large numbers of staff are likely to be involved in the operation and management of financial systems. Training must be carefully planned so as not to seriously disrupt ongoing regular activities handled by staff. 
32. Many governments have established training institutions which have been used successfully to impart training internally on a sustainable and ongoing basis. It is important that the training programme is matched to requirements. Many staff may need to know only specific features of the system, and initial training can be limited to those features. Training should be coordinated and focused to specific requirements and provided as close as possible to the time it will be required, and not several months before it is likely to be used.
33. It is important to set up a help desk, hand holding clinics, and train a group of key users thoroughly who can then be used to provide cascade training or technical resource personnel.



[bookmark: _Toc42257549]Change Management
34. Several types of change management initiatives may be necessary. 
a. The implementation of IFMIS may be resisted by staff who consider it be a threat to their jobs, or a mechanism to increase monitoring over them. This resistance often comes from staff responsible for operating the legacy systems. To overcome such opposition from vested interests, Management must be fully convinced of the advantages of the new system. They will then have to assure the affected staff that their jobs will change but not be eliminated and explain as well as lead the transition process.
b. A second type of resistance may come from staff used to doing their regular work in each way, and who are reluctant to adopting change. This resistance can be overcome by good training and some handholding during the transition phase. An important aspect here is to ensure that that staff in the implementing agencies recognise the inevitability of this change. The owning Ministry or Agency management has a major role to play here. For example, for payments, it should be emphasised that the only way a payment will be processed is through the system, and only those suppliers or personnel whose data is on the suppliers or payroll files. Similarly, all transactions from revenue agencies should be processed through the system. As the system is implemented, ‘handholding’ support from key users and more formal training should be made available to staff as they transition to the new system.
c. Resistance may also arise from areas where nefarious practices operate, and where the new systems reduce the opportunity for such activities. This can only be overcome by ensuring the proper application of system and internal controls. 
35. The implementation of major systems such as a new IFMIS will have a significant potential impact on the government in few areas in terms of organisation, operations, and performance. It is critical that these are professionally managed to ensure that the anticipated benefits of the new IFMIS are realised.
Organizational Change Management
36. The success of Organization Change Management (OCM) is dependent on the following well executed and orchestrated work streams:
Stakeholder Identification: Accurate and timely identification of impacted user groups is crucial to plan, communicate and transition to new PFM processes and the new IFMIS platform.
Needs Analysis: Analysing the change readiness of the stakeholders to the new IFMIS platform, enables development of change implementation strategy tailored to the impacted user groups.
Leadership Alignment: It is imperative to have Change Champions in each of the stakeholder groups who are the drivers for building consensus and responsible for ensuring that the needs of each organization is being met and incorporated/considered for the transition and expansion of IFMIS.
Communication: Effective and timely communication is key to ensure change readiness as well as facilitate smoother transitions toward new process, tools, and procedures. The communication channel should allow for considering and incorporating user feedback. The OCM Team will work with Stakeholders to ensure the dissemination of information in a timely manner.  There will also be an emphasis on and a mechanism for two-way communication, rather than the one-way dissemination of information from the IFMIS team.
Training: Training should be delivered prior to “go-live” implementation and will be targeted to those who will use IFMIS. End users must understand not only why systems and processes are changing, but also what the specific changes are, how they will affect users’ day-to-day operations, and how to perform their jobs in the new environment. Training will be the main pathway to building awareness, participation, capacity, and action. Training is understood as broadly inclusive of a diverse range of educational strategies and methods that lead to positive changes in knowledge, attitudes, and behaviours in support of PFM and IFMIS. Training methods will include workshops, mentoring, coaching, meetings, focus groups, training classes, media, and communications.  
37. OCM is a pervasive activity that should run through the entire lifecycle of the IFMIS transition activities. The Change Management Plan and associated standard operating procedures should be developed and finalized before transition.
38. To deliver a synchronized approach and strategic approach OCM is likely to include:
The identification and analysis of all key IFMIS stakeholders including all involved government Ministries, Departments and Agencies (MDAs), implementers, advisers, together with external stakeholders – for example taxpayers, civil society, suppliers, banks, training institutions, and members of the general public;
Engagement and consultations with identified stakeholders through the use of questionnaires and structured interviews to obtain up to date information;
A review past change management and PFM reform plans, relevant audit reports, new IFMIS hardware and network specifications etc. and all other documents that will ensure a cohesive Change Management Plan. This should be done through internal investigations and desk studies;
The adoption of a holistic approach to change management to ensure active participation and ownership by all affected stakeholders; and
An analysis of the findings and all data obtained above to be used to develop a targeted Change Management, Training, and Communications Plans.
Some Change Management considerations
39. Change Management Plans may be developed to cover and consider the following areas:
a. Project Management Structures:
i. As discussed above, what will be the structure of the IFMIS Project Team?
ii. How will the team be managed, what Project Management framework will be adopted?
iii. What are the required reporting arrangements?
iv. What MDA representation – IT and end users – will be needed and established? 
v. How will the appointed contractor be managed?
b. Sponsorship:
i. Who is the lead IFMIS sponsor?
ii. Who are the process owners?
iii. How will coordination be established?
c. Communications:
i. How will an overall IFMIS Communications Strategy and plan be established?
ii. By whom, how, when, and where?
d. Training:
i. Develop Training Plan that fits into the overall IFMIS Training Strategy. 
ii. Use Analysis, Design, Development, Implementation, Evaluation (ADDIE) model to develop the training plan.
e. Change Readiness
i. Develop change readiness check list to ensure:
1. Stakeholder awareness  of the impact of, and their  use of the  IFMIS
2. The ability of the government to implement and operate the IFMIS
3. Stakeholders will react positively and adapt to the IFMIS
4. Existing processes and systems will be adapted and managed to integrate seamlessly with the new IFMIS.
f. Manage Change Rollout:
i. Determine which rollout strategy is to adopt during the IFMIS stabilisation and utilisation implementation, for example:
1. Big bang: Implement the IFMIS in a single instance. All users move to the new system on a given date.
2. Phased roll-out: Changeover occurs in phases over an extended period. Users move onto new IFMIS in a series of steps.
3. Parallel adoption: Both the current operation and new IFMIS environment are operated at the same time for a determined period, with users learning to stabilise the new system while working on the old.
g. Change Stabilization:
i. Has the new IFMIS achieved the anticipated changes and expected improvements, and can these be sustained?
ii.  by identifying and continuously monitoring information and feedback which will answer the following questions:
1. Is the IFMIS working as designed?  
2. Is it being used? 
3. Is everyone using it?
4. Is there a need to incentivise compliance with the Changes?
5. What are the reinforcement mechanisms?
6. What audit reports are in place to monitor compliance?
7. What are the corrective action plans for non-compliance?
8. What individual and/ or group recognitions are available to incentivize compliance?
h. IT Support
i. Establish a related IT support and infrastructure to ensure IT infrastructure (network, hardware, software) is available to support fixes and to ensure sufficient IT support resources to provide the required user support during operation.
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